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Purpose of Safety Guidance Notes
The purpose of this health and safety guidance note is to explain in a simple and easy to understand way how we manage key health and safety issues. Guidance notes also provide managers with guidance on what they need to do to comply with health and safety law. Each note is specific to a particular area of safety.

Safety guidance notes are designed so you don’t have to print them off, simply type into them. If you require confirmation that an employee has read and understood one, simply ask them to confirm this in an e-mail and save the e-mail. 
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Terms explained

· Camden Health & Safety Service: Based in Strategy & Organisational Development and responsible for raising standards of health and safety within Camden Council. 

· Control measure: Something you put in place to prevent people being harmed and/or to prevent damage to property.

· Hazard: Something that could harm someone and/or damage property.
· HSE: Health and Safety Executive. The government body responsible for health and safety promotion and enforcement. 
· Lone working may be defined as any situation or location in which someone works without a colleague nearby; or when someone is working out of sight or earshot of another colleague. 
· PPE: Personal Protective Equipment such as gloves, hard hat and boots.
· Risk assessment: A way of looking at a situation, identifying how people and/or property could be harmed and putting measures in place to ideally eliminate the chance of that happening, or if not possible reducing and controlling the likelihood it could happen.

· Review date: Whenever anything changes you should review your risk assessment and make a note of the date. You should review the risk assessment at least once a year.

· Violence at work is defined by the Health and Safety Executive as: 

‘Any incident in which a person is abused, threatened or assaulted in circumstances relating to their work.’
Purpose of this guidance note

Personal safety and lone working hazards, and the controls used to manage them, are often very similar in nature. Therefore, this Safety Guidance Note takes a holistic approach to managing them both.
Managing personal safety at work, i.e. preventing or controlling verbal or physical abuse/violence, is necessary across a wide range of council services and activities. The violence may be deliberate, e.g. confrontations between employees and the public, or unintentional, such as working with people with mental illness or behavioural problems. Facing any form of aggression may not only be demoralising and stressful, but can also affect employee’s performance at work and their life outside work. Injuries may be psychological, physical, or both. Aggression may also include situations between colleagues such as bullying, which should be addressed through Human Resources procedures as applicable.
It can be difficult for a third party to gauge what constitutes serious verbal abuse, so managers should respond to each incident and investigate appropriately. If an incident of verbal abuse leaves the victim feeling threatened, then it must be treated seriously and be reported. On-going, regular exposure to low level aggression should also be recognised and addressed, rather than accepting it as ‘part of the job’.
Working alone is a daily reality for many staff working in Camden.  It is recognised that this group of staff may face increased risks because they do not have the immediate support of colleagues or others if an incident occurs. Many work requirements and situations make lone working unavoidable, and so must be effectively managed for the safety of all concerned.

Other applicable guidance notes or policies

· The Safer Management Standards.

When this guidance note applies

This risk assessment can be used whenever you want to assess the risks associated with a situation, task, building or person.

Further help, support and guidance

· Camden Health & Safety Service: Please see our pages on http://camden-essentials.lbcamden.net/ccm/navigation/working-at-camden/your-health--safety-and-well-being
· Camden Health & Safety Advisors; contact via HR Direct 020 7974 6655
· Camden Community Safety; Tel: 020 7974 2915 or go to www.camdensafe.org
· Violence at work: A guide for employers http://www.hse.gov.uk/pubns/indg69.pdf
· Working alone in safety: Controlling the risks of solitary work http://www.hse.gov.uk/pubns/indg73.pdf
Responsibilities

Head of Service
· Ensure the implementation of this guidance, subject to risk assessment findings, within their area of responsibility. If, however, a manager identifies an alternative means to achieve an equivalent or improved outcome, this may be followed provided it is documented e.g. by means of risk assessment

· Identify staff in their services who are lone workers or whose personal safety may be at risk
· Ensure that appropriate risk assessments are being carried out within their areas of responsibility
· Ensure that actions which have been deemed reasonably practicable as a result of the risk assessment(s) are implemented
· Ensure that mechanisms are in place to account for and trace the whereabouts of lone working employees, and that these systems are regularly checked
· Ensure that all information about clients referred from other departments or agencies is passed on.  In particular if there is a known risk or previous history of violence and aggression
· Monitor the use of technology to reduce the risks to lone workers e.g. lone worker alarm device or mobile phones
· Ensure that  pooled mobile phones or lone worker alarm devices are kept charged and ready to use
· Ensure that employees are given the time and resources to carry out the assessments
· Ensure staff members are given time off to attend essential training relating to lone working and personal safety
· Ensure that appropriate support is given to staff following an incident
Employees
· Assist with, and implement, the local risk assessment process 
· Co-operate by following rules and procedures designed to protect their personal safety
· Ensure that all information about clients referred from other departments or agencies is passed on.  Particularly if there is a known risk or previous history of violence and aggression
· Provide information on their whereabouts during working hours to a supervisor/manager
· Where indicated, use technology provided for their safety e.g. mobile phones or lone worker alarm devices
· Attend lone worker or personal safety related training programmes as directed by their manager including local and corporate induction for new staff
· Report all incidents related to personal safety or lone working using Camden’s incident reporting procedure
· Bring to the attention of management any weaknesses in existing arrangements so that additional actions can be considered 
Camden Health & Safety Service 

· Develop, advertise and promote this guidance note
· Keep this guidance note up-to-date
· Provide help, support and guidance
Personal Safety and Lone Working explained

The aim of the personal safety & lone working risk assessment process is to ensure a safe working environment while providing the necessary service(s).  The first step is to identify those staff whose personal safety may be at risk, whether as lone workers or where colleagues are around. Other lone working hazards, such as an accident while alone, must also be considered.
Having identified the need for a risk assessment, this should be completed to cover the team or service concerned as a whole wherever possible. Avoid producing numerous different risk assessments for different elements of the service, unless their activities are so particular that this approach is warranted. The generic risk assessment at the back of this guidance can be used and modified as necessary (but using it without adaptation to reflect local needs is not acceptable). Alternatively, you may adopt an alternative risk assessment approach if this will better reflect the needs of the service.

Risk assessment of personal safety and lone working hazards will only be successful if all those affected are involved in the process. This can take different forms such as team meeting discussions or working groups followed by wider dissemination of the results. The manager(s) concerned must take responsibility for initiating and concluding the process, but all staff affected are required to input where necessary and use the resulting control measures as agreed. 

Specific risk assessments, relating to the risk posed by an individual client or group, or an employee who may be at greater risk than others due to personal circumstances, will sometimes be required in addition to the team or service risk assessment. Managers must decide on the need for this additional assessment, based on information received from colleagues. This should include, wherever possible, identifying ‘trigger’ events which may lead to abuse or aggression from the individual concerned.

Again, all those involved should participate in completing such an assessment, including external partners/agencies where appropriate. In completing this assessment, the original team or service risk assessment should be referred back to, to ensure effectiveness of existing controls and avoid any contradictions.
Lone Working
Lone working hazards include not only violence and aggression posed by clients or other persons, but also personal accidents out on site. Recommended control measures or precautions for lone working include:
· A manager, supervisor or other responsible person must hold information on the whereabouts of lone workers during their working day. They must be informed immediately of any change to planned appointments etc.   

· A system of supervision of lone workers is implemented.

· Where reasonably practicable, lone working should be avoided by, for example, having two members of staff visit a client whenever such a need is identified through risk assessment. This is particularly important when meeting a new client for the first time.

· As a minimum, lone workers who carry out home visits should be provided with a means of raising the alarm which will either be a Camden mobile phone and/ or lone worker alarm device depending on the severity of the risk.  Lone workers working at a base (e.g.  a centre or care home) should have easy access to a working land line. Where access to a land line is not available they should have access to a Camden mobile phone. 

· Lone workers must receive adequate training such as personal safety and conflict resolution training. 

· Before making a visit, the worker should attempt to discover the client’s current mood e.g. by an initial phone call, so that the worker is prepared for the meeting.

· Staff not returning to their base at the end of the shift should call a manager, supervisor or other responsible person to state that they have finished their shift.
· If an employee is moving from one visit to another before returning to the office, they should ring their supervisor or colleague to inform them that they have safely left the last meeting.  
· Safe systems of work should be put in place at buildings when opening up at the start and locking up at the end of the day. Where reasonably practicable, two people should do this together.  Where this is not reasonably practicable, the person locking up should phone a manager, supervisor, security or other responsible person to say that they have left the building safely.
· Staff should be made aware of this guidance.

· See also further applicable control measures under Violence and Aggression below.

If a member of staff has not come back to the office within an hour (or sooner in higher-risk situations) of his/her expected return then the following steps must be taken:
· Attempt to call the member of staff on his/her mobile phone

· Telephone any addresses on the visit list to ascertain the potential location of the member of staff

· Send a minimum of two colleagues nearby to check location

· Phone the police and ask for assistance

· The relevant Manager on-call (if out of hours) should be informed

Where a member of staff calls on a mobile to raise the alarm a manager should be notified and police assistance obtained.  Where possible the exact location of the member of staff should be obtained and relayed to the police.  A member of senior management should be informed.

Violence and Aggression
In addition to the relevant precautions listed under Lone Working above, recommended control measures for violence and aggression risks include:
Information
· Where staff are working with the public, managers should ensure that all affected staff are aware of individual clients with a known history of violence or aggression. Staff should always draw their manager’s attention to such persons.

· If staff work on a one-to-one basis with a client, check all available information on the client before attending each appointment. In particular, where the client has a history of violent behaviour, illness, mental health problems, alcohol or drug use etc. Formal systems for recording such information e.g. Framework I, Northgate etc., must always be used where applicable.  

Training
· All customer-facing staff should receive training such as conflict management/resolution, dealing with violence and aggression, personal safety, breakaway techniques, physical intervention (restraint) etc. to a level commensurate with the hazards identified through risk assessment.
· New staff members should receive appropriate training prior to any exposure to situations of potential risk. If they have received training from a previous employer this may be acceptable, but they will still need to be trained in relation to Camden-specific procedures.
· Temporary staff/ those employed through agencies should also have received appropriate training; this should be discussed with their employer in advance so as to be clear how and when it will be arranged in line with the particular contract.
· Refresher training should be arranged at appropriate intervals, for example three-yearly, to ensure employees are kept up-to-date and to avoid complacency. Even very experienced staff will require refresher training at suitable intervals.
Anticipation
Planning for dealing with potentially aggressive scenarios will greatly assist employees in their work. Practical measures for this include:
· Visiting in pairs, including a female colleague accompanying a male colleague (or vice versa).
· Keeping in regular contact with the appropriate supervisor when away from usual place of work – always provide details of expected movements/times and when contact will be made with the office.
· Inviting a client to the main office if possible, rather than making a home visit.

· Avoiding being left alone in the office after hours.

· Regular testing of alarm equipment/ installations.

· Taking a suitable portable alarm when going to an appointment.

· Requesting assistance from street wardens, police or community safety as applicable.
Prevention and Control
Techniques and skills acquired through training and experience are key in effective prevention and control of aggressive situations. The physical environment can also have an impact. Practical measures include:
· Where it seems possible that an individual may become violent, direct confrontation must be avoided. Make sure that your own attitude could not bring on an assault by appearing either too dominant or too passive. Be sensitive and assertive, yet at the same time be firm. Do not make promises that can’t be kept – this can create future problems for yourself or others.
· Careful interior design, including physical barriers as unobtrusive as possible, and respect for privacy in waiting and interview areas, are important elements. Visitors or clients should not be kept waiting for long periods without an explanation or apology. Reception staff should notify officers if their clients appear to be becoming agitated because of any delay.
· If an individual becomes violent, you should decide either to withdraw, or try to help them regain control. Where the person can be left alone, e.g. in an interview room, it may be advisable to leave them to cool off for a suitable period. You should not stay unless confident you can help them calm down. Approaches may include:
· Keep talking slowly and using level tones.
· Maintain eye contact, but avoid staring.
· Listen to what is being said, showing that you hear what the person is saying and asking for clarification where necessary.
· Do not deny the problem or your part in it – try to help or find someone else who can help.
· Encourage the person to sit down, and, providing this does not place you in a vulnerable position, sit down yourself.
· Do not let your access to the exit point become blocked.
· Avoid using gestures or behaviour which could be interpreted as intimidating, e.g. pointing a finger, sitting or standing too close.

After an Incident
Action by the employee(s) involved

If you are involved in an aggressive incident you should:
· Seek medical advice, both to ensure that any necessary treatment is obtained and to provide evidence of injury should this be needed at a later stage. 
· Report it immediately to your line manager. The report should be put into writing as soon as possible, and communicated via Camden’s accident and incident recording system. If possible, make notes immediately after the incident while still fresh in the memory.
· Any violent incident involving physical assault and/or injury must be reported to the Police immediately. Verbal threats or abuse may also need to be reported to the Police; whether to do this must be decided based on the individual circumstances of the case. 
· Since incidents will vary in the level of aggression, a suitable guide is that you should report any incident where you felt threatened or where, even if you didn’t feel threatened, you think a colleague in a similar situation might have felt so.
· Discuss the incident with your line manager and colleagues who will be able to provide help and support.
Action by management
Immediately after an incident, the appropriate manager should ensure the following where necessary:
· Medical attention has been provided.

· Police have been contacted.

· An accident/incident report has been completed.

· Witnesses have been identified and spoken with. Arrangements to take statements must be made. Suggest to any witness that they make notes as soon as possible if there will be any delay before they are interviewed.
It is essential that the member of staff is given the necessary support by their line manager. Incidents of violence or aggression must not be interpreted as the employee’s failure. Victims of violence may feel guilty after the event, believing they may have provoked it or could have taken measures to avoid it. Help and support in assessing what part the member of staff played in the incident will be required.

The employee may be concerned about further attacks. In some cases, managers might consider the possibility of offering them alternative duties for a set period, or the opportunity of being accompanied. A staff team meeting should be held as soon as possible after any significant incident to help everyone learn more about handling future situations.

How the perpetrator(s) should be dealt with in future must be considered. Other colleagues likely to come into contact with them must be informed of the incident as soon as possible. Updating of information using any departmental flagging system should be completed immediately. Appropriate sensitivity should be exercised around any future contact between an employee and an individual who has been aggressive towards them; for example, either by allocating an additional or alternative employee to deal with that person. 

Senior management must decide whether any action needs to be taken to prevent a recurrence of the incident, or to improve staff safety in other ways. Management may consider withdrawing services, issuing a warning letter or taking legal action as appropriate.

Counselling and support is also available via Camden’s Employee Assistance Programme (EAP); full details are on Camden Essentials. Managers should take the opportunity to remind affected employees of this free service.

Domestic Violence

Domestic violence is physical, emotional, psychological and/or sexual violence, experienced by people in a domestic relationship.

Although this guidance note focuses on work-related violence and aggression, London Borough of Camden nevertheless regards domestic violence as an issue of major concern that can affect both its own staff and residents of the Borough.

A range of advice and assistance is available on the Home Office Website:
https://www.gov.uk/government/policies/ending-violence-against-women-and-girls-in-the-uk
Issue-specific guidance
Use of mobile phones

Any mobile phone should always be kept as fully charged as possible at all times. 
Employees should ensure that they know how to use the mobile phone properly through familiarising themselves with the instruction manual.

A mobile phone should never be relied on as the only means of communication.  Lone workers should always check the signal strength before entering into a situation where they are alone.  If there is no signal, the lone worker should contact their manager or a colleague ahead of a visit stating their location and the nature of their visit, along with an estimate of the time they think they will need to spend at the visit.  Once the visit is completed they should let their manager or colleague know that they are safe.

Emergency contacts should be kept on speed dial as this will speed up the process of making a call to raise an alarm.

A phone should never be left unattended, and should be kept close at hand in case an emergency arises.

The use of a mobile phone could potentially escalate an aggressive situation and the lone worker should use it in a sensitive and sensible manner.

Code words or phrases should be agreed and used that will help lone workers convey the nature of the threat to their managers or colleagues so that they can provide the appropriate response such as involving the police.

The mobile phone could also be a target for thieves and great care should be taken to be as discreet as possible, whilst remaining aware of risks and keeping it within reach at all times.

Use of laptops

Laptops, tablets and similar equipment of value can be a target for theft and as such care is necessary including:

· Do not carry laptops in bags that advertise the contents.
· Do not overload bags with unnecessary equipment - plan your day and carry only what’s needed.
· Ergonomically it is better to carry rucksacks over both shoulders to spread the load. If in a ‘high risk’ area, it may be best to use just one shoulder strap to allow you to slip the bag off if grabbed.

· Do not carry all your money, travel tickets and mobile phone(s) in the bag – if lost/stolen, you have no means to get home or contact anyone.

· If in a public place and using the laptop for work, never leave it unattended. Do not hang bags on the back of the chair, but place by your feet under the table. Sit away from the door, as it takes very little time for a thief to enter and leave.
· In crowded areas, items may be very easily removed from the bag without your noticing, so always keep it where you can see it.
Use of public transport

· Where possible wait for transport at a busy stop or station that is well lit.
· Try and sit near the driver of the vehicle or in an aisle seat. 

· Familiarise yourself with the emergency alarm on the vehicle and sit near it.

· Avoid empty upper decks on buses or empty train compartments.
· If threatened by other passenger/s inform the driver or guard. 

Use of vehicles

· Items such as bags, cases, CDs or other equipment should never be left visible in the car.
· Always hold the vehicle keys in your hand when leaving the premises in order to avoid looking for them outside which could compromise your personal safety.

· The inside and outside of the vehicle should be checked for possible intruders before entering.
· Once inside the vehicle all doors should be locked especially when travelling at slow speed and when stopped at traffic lights.  
· In multi-storey car parks, park as near to the ground floor and vehicle exit as possible, or near to the pedestrian exit.
· Always try and park as close as possible to your location.

· At night, park in a well lit area and facing the direction in which you are leaving.

· If driving alone, especially after dark do not stop even for people who may be in distress or requiring help.  Stop as soon as is practicable and safe to do so and contact the emergency services as appropriate.

· If followed or if in doubt as to whether you are being followed, drive to the nearest police station, or manned and lit building such as a petrol station to request assistance.

· Use your car horn to attract attention or help if needed.

· In the event of a breakdown, where it is safe to do so stay in your vehicle, put on the hazard lights and call for assistance.

Travelling by foot

· Plan your route beforehand to avoid going through underpasses or taking short cuts through areas which may be less safe e.g. parks, especially after dark. If possible, vary your route if visiting the same venue regularly.
· Walk briskly if possible and physically able to do so and do not stop in areas that are unknown to you, for example to look at a map or ask for directions.  Instead go to a ‘safe’ place such as a petrol station or shop and ask for directions.

· If you think you are being followed, trust your instincts. Cross the street and, if you are still being followed, head for a busy area.

· Avoid using mobile phones overtly in any area.  If it is necessary to use your phone or respond to a call/text message where possible do this in a safe place such as a shop.

· Remain alert to people around you and stay in the centre of the footpath facing oncoming traffic.
· Don’t wear headphones or i-pods, always be aware of your surroundings and make sure you can hear if someone is behind you and shouting/ calling to you. 

· If someone attempts to steal your belongings or employer’s property you should relinquish the property immediately without challenge.

· Consider keeping your house keys and mobile phone separate from your bag.

· Wear sensible low heeled footwear with non-slip soles.

· Where possible avoid overtly displaying valuables on your person such as jewellery or i-pods.
· Try not to stop at cash point machines.
· Avoid passing groups/gangs of people who may be under the influence of drugs or alcohol. 

· Carry a torch after dark.
Use of taxis

· Wherever possible a taxi should be booked in advance from a reputable company.  In London a reputable company would be one which displays a TfL licence in a prominent position on their premises and with drivers who have a PCO licence or temporary permit  (for mini cabs) or badge (for taxis ‘black cabs’).  Always make sure that the driver knows your name and destination before you get into the car.

· If no taxi has been booked you should phone to book, either 0871 871 8710 (licensed taxis) or 0343 222 1234 (licensed minicabs), or text HOME to 60835 for a minicab in the area where you’re texting from. Alternatively, go to the office of a reputable taxi firm or go to a recognised rank to hail a cab. The TfL website also has a Licence Checker feature for you to check that a specific minicab is licensed.   

· Never use an unlicensed mini cab or hail a mini cab in the street.
· Sit in the back behind the driver’s seat and have a mobile phone readily accessible.
· Do not give out personal information to the driver.
Cycling

· When cycling avoid unlit areas and quiet roads.
· Secure bicycle near premises in a well lit area if possible.

· Always hold the bicycle lock keys in your hand when leaving the premises in order to avoid looking for them outside which could compromise personal safety.

· Fit and use front and rear lights on your bicycle when dark, and wear light-coloured or high-visibility clothing to be more easily seen.

· It is recommended that all cyclists wear a cycle helmet.
· Avoid making repairs to your bicycle in isolated areas – where possible push the bike to the nearest safe place e.g. petrol station, near shops etc. to make repairs.

· If someone attempts to steal your or your employer’s bicycle you should relinquish the property immediately without challenge.

During a home visit

· Ensure that you have as much information on the client and the client’s home environment as possible prior to the visit so that risks can be assessed. 

· Ensure that you carry an ID badge and be prepared to identify yourself.  

· Carry out a dynamic risk assessment when you first arrive at the premises and the front door is opened.  If you feel that there is a risk of harm you should have an excuse ready not to enter the house and arrange for an alternative appointment.

· Make sure that when you enter the home that you shut the front door behind you and make yourself familiar with the door lock in case you need to make an emergency exit.

· Wherever practical avoid being in a situation where the resident/other individual(s) is/are between you and the exit.

Dealing with dogs/ other animals

· If there is a known problem with animals at a particular address or location, the occupants should be contacted and requested to remove or secure the animals before arrival.  

· If you are confronted by an aggressive animal on a first visit to a client’s address you should not put yourself at risk.  If necessary you should abandon the visit and report the incident to your manager.

· Even though you may be a pet owner, you will probably not know the client’s pet(s). Do not assume they will react to you as kindly as your own.
Escorting clients/service users

· Where there are known risks or identified potential risk about a client/service user or a location to be visited, a full assessment of those risks should be made ahead of the visit along with taking appropriate action to minimise those risks.

· As a lone worker, you should ensure that you are suitably insured for this business purpose if using your own vehicle. 
· Consideration should be given to the most appropriate mode of transport based on a risk assessment. It may not be appropriate for the lone worker to drive, unless in an emergency and alternative arrangements may need to be made. Lone workers should not escort a client/service user by car if there are any doubts about their safety in doing so, nor should they agree to transport the service user’s animal/s.
· Where there are known risks the client or service user should be looked after by a member of staff who is not the driver, so that the service user’s needs can be catered for and the driver is allowed to concentrate on driving the vehicle safely.
· If escorting a service user by car, lone workers should always seat the client/service user behind the passenger seat and ensure that their seat belt is fastened.  
· If conflict arises or the service user becomes aggressive while the lone worker is driving they should pull over into a safe place and exit the vehicle, ensuring that the keys are removed.  They should call their manager and/or the police depending on the severity of the situation.
Staff working alone within a department outside office hours

From time to time staff, including on-call staff, may need to carry out their work outside of normal office hours such as weekends and evenings.  The following precautions must be taken to ensure that your health and safety continues to be protected:

· Where work is not scheduled or routine e.g. evening or weekend service, inform security of your intention to work or arrive at a site in advance.  This is to ensure your safety and ensure that alarms are not set off unintentionally.  
· If you are working at weekends or very late at night let a friend or relative know your whereabouts and the time that you are expected back.  Contact them at regular intervals to verify that you are OK.  If you change your plans let your contact know immediately.
· Ensure that all windows and doors are secured to prevent unauthorised access, so that the working environment is as secure as possible. Make sure that fire escape routes are available to you and not locked (as may happen outside working hours).  
· Do not use lifts at these times, as you may become trapped inside and unable to gain assistance or attention.
· Should the fire alarm activate whilst you are in the office alone, you must leave the building immediately by the nearest fire exit.  
· Ensure you have access to a phone in case you need to call security or the Police.
· Park as close to the building as possible in a well lit area.

Generic risk assessment

On the next page, please find a generic risk assessment, which you should amend to meet the particular circumstances of the situation you are assessing. This provides examples of hazards and control measures that should be considered in completing the assessment within your service. 
Review of the assessment should be planned at least annually, and also be carried out whenever significant changes occur, such as a change in client group, staffing levels or location where work is being done.
	Situation being assessed
	
	Location
	

	Person completing this assessment
	
	Persons covered
	

	Date of completion
	
	Review date  1
	
	Review date 2
	
	Review date 3
	

	List the hazards below

Remember to talk to those actually involved in the situation. 


	Un

controlled Risk
	Existing measures being taken to control the risk
	Additional control measures
· Ideally eliminate or if not possible reduce and control the risk
· Is Personal Protective Equipment required as a last resort?
	Controlled

Risk
	By who?
By when?


	
	H
	M
	L
	
	· 
	H
	M
	L
	

	e.g. Using a ladder to paint a wall, a hazard could be slipping and falling off it.
	(
	
	
	e.g. The ladders are checked from time to time but this is not documented and there is no regularity to the checks.  

	· e.g. Start regular inspections of ladders.

· e.g. Consider low level painting from floor level.

· e.g. Consider scaffold towers for higher level painting.
	
	(
	
	Mr Smith

05/08/08

	Aggression – verbal or physical – from clients/ service users or public, 

at a Camden office/site
	
	
	
	· Physical security measures - security locks on appropriate doors, well-designed reception areas, CCTV, panic alarm system (fixed and/or portable), good lighting inside and out, vision panels in doors of interview rooms, ID cards issued and worn by staff;

· Procedural measures -  for visitors booking in/out, responding to panic alarm, responding to aggression, banning known aggressors from site, informing staff of likely aggressors, opening up and locking up; recording & investigation of incidents to identify risk patterns and prioritise responses; threats & violence reported to Police

· Training and experience – recruitment of suitable staff, induction training before beginning in role, customer care training, training in dealing with aggression commensurate with level of risk, informing staff of new procedures; Job designed to minimise inherent risks (e.g. avoiding unnecessary confrontation by choosing a safe meeting place)
	· Remove items that could be thrown/ used as weapons from reception areas; Consider need for security guard

· Periodic testing of procedures and panic alarm system(s); Consider temporary relocation of staff who receive specific threats; Local procedures to be written up and implemented at each location; Client-specific risk assessment to be completed for higher-risk situations as necessary; Last two staff in office to depart at same time

· Refresher training to be planned; Inform staff of Camden EAP support availability; Review situation of contractors e.g. cleaners in building early or late
	
	
	
	

	List the hazards below

Remember to talk to those actually involved in the situation. 


	Un

controlled Risk
	Existing measures being taken to control the risk
	Additional control measures
· Ideally eliminate or if not possible reduce and control the risk
· Is Personal Protective Equipment required as a last resort?
	Controlled

Risk
	By who?
By when?


	
	H
	M
	L
	
	· 
	H
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	L
	

	Aggression – verbal or physical – from clients/ service users or public, 

Off site e.g. while travelling or visit to client’s home
	
	
	
	· Physical security measures - panic alarm system (portable), mobile phone carried and kept charged with emergency contacts programmed in; ID cards issued and worn by staff (unless identifying oneself as Camden staff may increase risk to the person)
· Procedural measures – how to respond to aggression, not visiting known aggressors, informing staff of likely aggressors, recording & investigation of incidents to identify risk patterns and prioritise responses, informing manager of whereabouts and likely return time, planning travel routes before departure; threats & violence reported to Police; checking Caution List, Northgate, Framework I etc. as appropriate prior to any meeting with a client
· Training and experience – recruitment of suitable staff, induction training before beginning in role, customer care training, training in dealing with aggression commensurate with level of risk, informing staff of new procedures; Job designed to minimise inherent risks (e.g. avoiding lone working situations)


	· GPS phone to be made temporarily available in higher risk situations

· Visits to new or potentially aggressive clients to be by two staff members; Periodic testing of procedures and panic alarm system(s); Client-specific risk assessment to be completed for higher-risk situations as necessary; Seek support from Police or Community Support Officers in potentially higher-risk situations

· Refresher training to be planned; Inform staff of Camden EAP support availability
	
	
	
	

	List the hazards below

Remember to talk to those actually involved in the situation. 


	Un

controlled Risk
	Existing measures being taken to control the risk
	Additional control measures
· Ideally eliminate or if not possible reduce and control the risk
· Is Personal Protective Equipment required as a last resort?
	Controlled

Risk
	By who?
By when?
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	Lone working: 

· Aggression – verbal or physical –  e.g. visit to client’s home, work off site, accident while alone, being pursued/harassed 

· Illness or Accident while alone


	
	
	
	· Physical security measures - panic alarm system (portable), mobile phone carried and kept charged with emergency contacts programmed in, ID cards issued and worn by staff (unless identifying oneself as Camden staff may increase risk to the person);

· Procedural measures – how to respond to aggression, not visiting known aggressors, informing staff of likely aggressors, recording & investigation of incidents to identify risk patterns and prioritise responses, informing manager of whereabouts and likely return time, planning travel routes before departure; threats & violence reported to Police; Job designed to minimise inherent risks (e.g. avoiding lone working situations) ; checking Caution List, Northgate, Framework I etc. as appropriate prior to any meeting with a client
· Training and experience – recruitment of suitable staff, induction training before beginning in role, customer care training, training in dealing with aggression commensurate with level of risk, informing staff of new procedures
	· GPS phone to be made temporarily available in higher risk situations

· Visits to new or potentially aggressive clients to be by two staff members; Periodic testing of procedures and panic alarm system(s); Client-specific risk assessment to be completed for higher-risk situations as necessary; Seek support from Police or Community Support Officers in potentially higher-risk situations

· Refresher training to be planned; Inform staff of Camden EAP support availability
	
	
	
	

	Stress resulting from work-related violence or aggression


	
	
	
	· See Worklife Balance Guidance notes
	· Complete Stress risk assessment as necessary; Inform staff of Camden EAP support availability
	
	
	
	


	List the hazards below

Remember to talk to those actually involved in the situation. 


	Un

controlled Risk
	Existing measures being taken to control the risk
	Additional control measures
· Ideally eliminate or if not possible reduce and control the risk
· Is Personal Protective Equipment required as a last resort?
	Controlled

Risk
	By who?
By when?
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	Spare (for any additional hazards identified)
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